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 RELATIONSHIP WITH MARKET RULES  

1. This Procedure has been developed in accordance with, and should be read 

in conjunction with, the Wholesale Electricity Market Rules (Market Rules). 

2. References to particular Market Rules within the Procedure in bold and 

square brackets [MR XX] are current as 5 December 2011. These references 

are included for convenience only, and are not part of this procedure. 

3. This Power System Operating Procedure is subservient to the Market Rules. 

In the event of conflict between this Procedure and the Market Rules or any 

other document, the order of precedence is as set out in the Market Rules 

[MR 1.5.2] 

4. This Power System Operating Procedure may include explanatory text, 

including quotations from the Market Rules. Such explanatory text is for 

information only, does not form part of the Procedure, and is italicised and 

contained in a rectangular box. 

5. A word or phrase defined in the Electricity Industry Act 2004, or in the 

Regulations or Market Rules made under that Act, has the same meaning 

when used in this Procedure.  

RELATED DOCUMENTS 

1. This document is related to, and should be read in conjunction with, the 

following documents: 

a. SWIS Technical Rules and Operating Standards 

b. Power System Operation Procedure – Dispatch 

c. Power System Operation Procedure – Ancillary Services 

d. Power System Operation Procedure – Communications and Control 

Systems. 

e. Power System Operation Procedure – Facility outages 

f. Power System Operation Procedure – Commissioning and testing 

COMMENCEMENT  

1. This market procedure replacement has effect from the date of 

commencement of Rules Change Proposal RC_2011_10. 

Formatted: Bullets and Numbering
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1 SCOPE  

1. This procedure documents the obligations on:  

a. System Management in respect of the management of power system 

security 

b. Market Participants in respect of the provision of information to, and 

response to directions by, System Management and the operation of their 

Facilities. 

2. The Power System Security Procedure details the processes that take place 

each Scheduling Day, each Trading Interval and in real time to ensure that 

the power system is managed within the Dispatch Criteria at all times.  

3. This Procedure covers all Facilities forming part of the power system and 

subject to direction by System Management, including Scheduled Generators, 

Unscheduled Generators, Demand-Side Programs, Dispatchable Loads and 

Networks.  

2 ASSESSMENT OF POWER SYSTEM SECURITY 

Maintenance of power system security essentially means taking all required actions 

to ensure that the Dispatch Criteria are satisfied at all times. Since some actions 

must be taken in advance, assessing power system security must be done not only in 

real time but also on a forward-looking basis.  

1. System Management must use assessments of power system security as the 

basis for deciding what actions to take, permit, mandate or prohibit in respect 

of the operation of the power system. 

2. System Management may, as a result of a power system security 

assessment, do any one or more of the following: 

a. Issue Dispatch Advisory notices in relation to an actual or forecast change 

in Operating State; or 

b. Issue Dispatch Advisory notices in relation to technical constraints; or 

c. Issue Dispatch Instructions and Dispatch Orders consistent with its 

powers under the prevailing Operating State; or 

d. Cancel or recall outages consistent with its powers under the prevailing 

Operating State; or 

e. Issue Operating Instructions consistent with the contract, or Market Rules 

provisions, to which those instructions relate; or 

f. Disconnect, or direct the disconnection of, Facilities consistent with its 

powers under the prevailing Operating State; or 

g. Direct Facilities to change reactive power output as required for voltage 

control. 
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For the following sections 2.1, 2.2 and 2.3 System Management may need to amend 

the criteria for forecast load and forecast intermittent generation to ensure that a 

consistent approach is taken in dealing with forecast uncertainty in each of the 

timeframes (pre-dispatch outside the Balancing Horizon, pre-dispatch within the 

Balancing Horizon and dispatch in Real-Time within the current interval)  

2.1 Assessment outside the Balancing Horizon 

1. System Management must base its assessment of power system security for 

any future time outside the current Balancing Horizon on the adequacy of 

generation and SWIS network capacity to meet forecast load, ancillary 

services and ready reserve requirements within the Technical Envelope, 

assuming: 

a. Generation and network availability in accordance with the latest 

approved outage plans, and 

b. System load level based on its SEDM forecast for the mean system load 

plus two standard deviations, or its Metrix forecast for the mean system 

load plus two standard deviations, or its load forecast applied to Market 

Rule Clause 3.19.6(a), whichever is applicable, and 

c. Intermittent generation at the mean forecast level, and at the mean 

forecast level minus two standard deviations, and 

d. n-1 level of contingency for all credible network contingency events, and 

e. n-2 level of contingency for the transmission network, applicable for 

system load up to 80% of peak, and 

f. Full coverage of all Ancillary Services is maintained, including any 

additional quantities required to support approved commissioning and 

testing activities, and 

g. Any additional constraints System Management is required to manage are 

appropriately dealt with.   

A requirement for n-1 for generation contingencies is not included in part d, since the 

ancillary services standard for spinning reserve establishes this. 

Part g envisages management of fuel during gas supply emergencies. 

2.2 Assessment within the Balancing Horizon 

1. System Management must base its assessment of power system security for 

any future time outside the current Trading Interval but within the current 

Balancing Horizon on the adequacy of generation capacity and SWIS network 

capacity to meet its load forecast, ancillary services and ready reserve 

requirements within the Technical Envelope, assuming: 

a. Network availability in accordance with the latest approved outage plans 

and forced outage notifications, and 
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b. Generation availability and ramp rate limits in accordance with the latest 

Forecast Balancing Merit Order (Forecast BMO) and forced outage 

notifications, and 

c. n-1 level of contingency for all credible network contingency events, and 

d. n-2 level of contingency for the transmission network, applicable for 

system load up to 80% of peak, and 

e. Three scenarios each, representing the forecast mean, plus one standard 

deviation, and minus one standard deviation, for system load and non-

scheduled generation forecasts, and 

f. Full coverage of all Ancillary Services is maintained, including any 

additional quantities required to support approved commissioning and 

testing activities, and 

g. Any additional constraints System Management is required to manage are 

appropriately dealt with, including but not limited to generator runback and 

load trip schemes.   

It is envisaged that assessment within the balancing horizon will be based on 

examination of a security-constrained dispatch plan for the power system, for each of 

the three scenarios referred to in e. above. Dispatch Advisory notices would be 

generated for: 

-Breaches of constraints identified in the dispatch solution, some of which would 

correspond to forecast changes in Operating State, 

-Dispatches that substantially violate certain standing data limitations such as 

minimum generation, minimum up / down times, startup times  

-Facilities whose output changes from zero to non-zero, or vice versa, between the 

three scenarios referred to in d. above. 

-Other situations described in the Market Rules, such as loss of communications. 

2.3 Real-time assessment 

1. System Management must assess power system security for the current 

Trading Interval on is the ability to meet the forecast system load, based on: 

a. Generation availability and ramp rate limits according to the Balancing 

Merit Order (BMO), unless advised otherwise by a Market Participant, and 

b. Which facilities are currently committed, or are able to be committed, 

within the Trading Interval, and 

c. System Management’s current forecasts of load and non-scheduled 

generation, and 

d. The impact of automatic schemes in place to manage network, generation 

Facility and other SWIS system constraints, and 

e. The adequacy of ancillary services for the prevailing conditions, and 
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f. System Management’s current ability to communicate with those Facilities 

and/or control them directly. 

3 MANAGEMENT OF POWER SYSTEM OPERATING STATE 

Each Operating State has a defined set of conditions, one or more of which must be 

met before the system can be placed in that state. System Management’s powers 

and discretion increase as the Operating State is escalated. 

3.1 Forecasting changes in Operating State 

1. If System Management forecasts that the power system Operating State may 

need to change in the future, then System Management must issue a 

Dispatch Advisory notice to inform the market of that fact. 

2. System Management must deem that the power system Operating State 

needs to be escalated in the future (“forecast a change in Operating State”) if, 

and only if, all of the following conditions are satisfied: 

a. The power system is forecast to meet one or more of the conditions for 

the escalated Operating State in some time period in the future, but not in 

the immediately preceding period, and 

b. System Management is able to take actions that would result in the 

conditions referred to in Section a above being alleviated, and 

c. System Management’s powers under the escalated Operating State 

would permit it to take the actions referred to in Part b, but its powers 

under the currently prevailing Operating State would not permit it to do so,  

and 

d. The actions referred to in Part b can be taken, and would have effect, 

prior to the start of the relevant time period. 

In plain language, if SM can foresee something adverse occurring that it requires 

increased powers to deal with, but time remains for the market to correct the 

problem, it will advise the market that “the Operating State is forecast to escalate” but 

will take no direct action to intervene at this time 

3. System Management must deem that the power system Operating State may 

be de-escalated in the future if the power system is forecast not to meet any 

of the conditions for the prevailing Operating State in the applicable time 

period and is not required to remain in the prevailing Operating State 

pursuant to Paragraph 3.1.2 above for any subsequent time periods. 

3.2 Changing Operating State 

1. If System Management deems it necessary to change the power system 

Operating State, then System Management must issue a Dispatch Advisory 

notice to inform the market of that fact. 
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2. System Management must escalate the power system Operating State if the 

power system currently meets one or more of the conditions for the escalated 

Operating State 

3. System Management must escalate the power system Operating State if all 

of the following conditions are satisfied: 

a. The power system is forecast to meet one or more of the conditions for 

the escalated Operating State in some time period in the future, and 

b. System Management’s powers under the escalated Operating State 

would permit it to take the actions to address the conditions referred to in 

Part a, but its powers under the currently prevailing Operating State would 

not permit it to do so, and 

c. Any further delay would result in the actions to address the conditions 

referred to in Part a not being able to be taken, or not being able to have 

effect, prior to the start of the relevant time period. 

At the point SM can no longer wait for the market to correct an issue, it will escalate 

the Operating State to give itself the powers to deal with the issue directly. 

4. System Management must de-escalate the Operating State if the power 

system does not currently meet any of the conditions for the prevailing 

Operating State and is not required to remain in the prevailing Operating 

State pursuant to Paragraph 3.2.2 above 

3.3 Conditions for Operating States 

1. The conditions for each of the Operating States are specified in the Market 

Rules [MR 3.3.1, 3.4.1 and 3.5.1]. 

 

4 MANAGEMENT OF THE TECHNICAL ENVELOPE 

System Management has an obligation to operate the power system "within the 

Technical Envelope". System Management characterise the Technical Envelope as a 

dynamic set of constraints. Some of the constraints describing the Technical 

Envelope are a function of the Operating State. 

The constraints comprising the Technical Envelope are derived from standing data 

equipment limits, ancillary services standards, network operating standards (and 

exceptions to them), and security constraints. 

Some of the TE constraints (relating to equipment limits, for example) will be able to 

be watched through the pre-dispatch. Others (e.g. voltage) won't be able to be 

watched in the Dispatch Planning Tool, but may be examined in other systems (e.g. 

TSM). 

2. System Management must set the Technical Envelope as permissively as 

possible within the requirements of the Market Rules. 
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3. The Technical Envelope is established and maintained by System 

Management by organising elements of:  

a. Standing Data provided by Market Participants, and 

b. Operating Standards such as Frequency and Voltage Limits specified in 

the Technical Rules, and 

c. Ancillary Services Standards specified in the Market Rules, and  

d. Security Constraints provided by Network Operators in consultation with 

System Management. 

4. System Management must manage the power system to ensure operation 

within the Technical Envelope at all times, by: 

a. Maintaining definitions of the constraints that comprise the Technical 

Envelope, and 

b. Keeping current the data that quantifies the constraints, and 

c. Operating the power system within the constraints. 

4.1 Equipment limits 

[MR 3.2.1] states that: 

“An equipment limit means any limit on the operation of a Facility’s equipment that is 

provided as Standing Data for the Facility to System Management by the IMO in 

accordance with clause 2.34.1(b).” 

1. Equipment Limit information must include all Standing Data thermal ratings 

for generator and network equipment that form the SWIS, and any other 

elements of Standing Data that are relevant to the capability of the equipment 

to operate at a particular level of output.  

2. The IMO must provide the Standing Data and any revisions of the Standing 

Data to System Management as soon as practicable.  

3. In setting Equipment Limits, System Management must have regard to any 

additional information that it becomes aware of, including but not limited to 

notification by the operator of the equipment of a full or partial de-rating. 

Where there are changes to the commissioning status of generation or transmission 

facilities or equipment, the boundaries of the Technical Envelope will be dynamically 

updated in System Management’s SCADA system. System Management will also 

update the network and generator topology accordingly. 

4. System Management must deem the Balancing Merit Order (BMO) and 

Forecast Balancing Merit Order (Forecast BMO) information provided to it by 

the IMO to constitute changes to Standing Datahave precedence over 

Standing Data Equipment Limits when establishing the Technical Envelope  

in accordance with the following criteria:  
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a. The maximum generation capability of a Balancing Facility must be 

taken to be the sum of the tranche quantities offered into balancing; and  

b. The minimum stable generation capability of a Balancing Facility must 

be taken to be the first tranche quantity bid or offered into balancing; 

and 

c. The maximum ramp rate capability of a Balancing Facility must be taken 

to be the Facility’s offered ramp rate; and 

d. The minimum restart time of a Balancing Facility must be taken to be 

the period for which the Facility has all of its capacity offered at an 

offered quantity of zerothe upper price limit. 

Clause 4.1.4 above relates to [MR 3.2.5 (a)] which states: 

“The Technical Envelope represents the limits within which the SWIS can be 

operated in each SWIS Operating State.  In establishing and modifying the Technical 

Envelope under clause 3.2.6, System Management must: 

(a) respect all Equipment Limits but only to the extent those limits are not 

inconsistent with the dispatch of Balancing Facilities that, but for the Equipment 

Limits, would be dispatched under clause 7.6.1B;” 

 

5. System Management must maintain a list of all Equipment Limits, and must 

ensure that, where Equipment Limits are managed using System 

Management’s SCADA and other monitoring systems, the SCADA database 

and other system data bases are updated as required to reflect the current 

Equipment Limits.  

Where necessary, System Management will review and update plant ratings on a 

monthly basis using semi-automated data comparison procedures. 

6. System Management must arrange for the SCADA system to monitor, as 

applicable, the voltage, current, real power flow and/or reactive power flow 

within each item of equipment or Facility for which Equipment Limits is are 

provided, for which it has operating authority. 

7. Plant rating limits must be incorporated into System Management's 

equipment ratings database and the SCADA system which triggers alarms in 

the System Management System Operations Control Centre (‘SOCC’) when 

limits are breached. 

8. System Management must update the SCADA database with any new 

Equipment Limit prior to the data becoming operational. 

9. Where System Management becomes aware that a generator Standing Data 

is inaccurate or may become inaccurate in the future, System Management 

must notify IMO of this as soon as practicable and update any associated 

Equipment Limits. 
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4.2 Security limits 

The definition of a Security Limit is specified in the Market Rules [MR 3.2.3]. 

“A Security Limit means any technical limit on the operation of the SWIS as a whole, 

or on a region of the SWIS, necessary to maintain Power System Security, including 

both static and dynamic limits, and including limits to allow for and to manage 

contingencies.” 

1. Each Network Operator must determine the Security Limits applicable to its 

Network. 

2. A Network Operator must consult with System Management in determining 

any Security Limits applicable to its Network. 

3. The Security Limits must be those technical requirements and standards in 

the Technical Rules that represent constraints on the operation of the SWIS, 

imposed for the purpose of managing electricity quality and security. 

4. System Management must maintain a list of all Security Limits provided by 

Network Operators that represents actual or potential constraints on the 

transfer of energy across the SWIS network, in System Management’s 

SCADA system and review the currency of these from time to time. 

4.3 Operating Standards 

The SWIS Operating Standards are defined in the Technical Rules. They comprise 

standards for frequency, time error and voltage. 

1. System Management must operate the power system in such a way that the 

SWIS Operating Standards are met at all times. 

4.4 Ancillary Services Standards 

The Ancillary Standards are defined in the Market Rules [MR 3.10]. 

1. System Management must operate the power system in such a way that the 

Ancillary Services Standards are met at all times. 

 


